
The Partnership for Peace Consortium of Defense 
Academies and Security Studies Institutes (PfPC) 
is a multinational network comprising hundreds 
of volunteer academics representing the diverse 
defense and security sector. Established at the 
50th Anniversary NATO Summit in April 1999, the 
consortium has evolved into a unique network of 
NATO allies, neutral, and non-aligned countries. Each 
stakeholder works in concert to promote defense 
education and to advance multinational solutions 
to security challenges confronting the Euro-Atlantic 
community. In its 25th year, the PfPC proudly 
acknowledges a history of cooperation across 60 
countries and looks forward to meeting tomorrow’s 
challenges as a partner for peace.

OUR MISSION

Strengthen partner defense education and security sectors, 
while fostering a trusted global network of defense educators, 
research professionals, and security sector practitioners.

OUR NETWORK

• Military and civil academia
• Subject matter experts (SMEs) in security policy issues
• National academies and security studies institutes
• Governmental and non-governmental organizations
• Active in 15 nations

OUR PRODUCTS

• Reference curricula – Approved by NATO, used by military 
academies for training and education:
(Russia’s War Against Ukraine – Lessons Learned, Faculty 
Development, NCO School Instructor Development, etc.)

• “Connections” - An academic, peer-reviewed journal, 
published quarterly in English and Russian.

• And other policy papers, recommendations, etc.

Contact
+49 (0) 8821 750 2708

https://www.pfp-consortium.org 
https://globalnetplatform.org/pfpc

https://www.linkedin.com/company/pfp-consortium/

OUR VISION

Regional Stability 
through Partnerships

Multinational Defense 
Education & Research

Security Sector 
Cooperation

Institutional
Capacity Building



OUR PROCESS
The PfP Consortium comprises nine permanent stakeholders: Austria, Bulgaria, 
Canada, Germany, Poland, Sweden, Switzerland, the United States of America, 
and NATO International Staff. Each stakeholder is represented in two governing 
bodies that oversee and guide the financial and in-kind contributions of their 
respective nation or organization.

Senior National Representatives convene a Senior Advisory Council twice a 
year to convey national and organizational priorities. These priorities drive 
what activities and programs receive resources through the sponsorship of 
eight Working and Study Groups and an Editorial Board.

Each working and study group is operated under a thematic or regional focus 
area led by a chairperson(s). Each chairperson, joined by a second national 
representative, convenes in a working-level Consortium Steering Committee 
(CSC) to plan, synchronize, and fund activities, determining how multinational 
resources are applied. A seven-person Secretariat provides day-to-day 
administrative support to the CSC and is based at the George C. Marshall 
European Center for Security Studies in Garmisch-Partenkirchen.

        WHAT WE OFFER
• Robust network of military and 

civil academics, faculty, and subject 
matter experts

• Senior diplomatic forums
• Peer-to-peer engagement
• Defense institution building
• Policy analysis
• Historical research and forecasting
• Technology enhanced learning
• Learning management system 

implementation
• Faculty development
• Curriculum development
• Defense Education Enhancement 

Program (DEEP) faculty and advisors
• Peer-reviewed quarterly journal

GETTING INVOLVED
We welcome and encourage contributors 

from all sectors of society. If you are 

interested in partnering with the PfP 

Consortium, or in contributing to a 

specific working or study group, contact: 

pfpconsortium@marshallcenter.org.

“Strengthening Democracies Through Knowledge”
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